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(1) ลำดับตัวชี้วัดตามคำรับรองฯ ระดับหน่วยงานในกรมฯ : (4) มิติการประเมิน : 
ตัวช้ีวัดที่ 27 มิติที่ 4  มิติด้านการพัฒนาองค์กร 

(2) ชื่อตัวชี้วัด : (5) หน่วย PM  (บริหารและติดตามผล) : 
ค่าคะแนนความสำเร็จในการพัฒนาสู่การเป็นองค์การดิจิทัล       สำนักเทคโนโลยีสารสนเทศ 

(3) หน่วยวัด  : (6) หน่วยดำเนินการ / รับการประเมิน :  
คะแนน ทุกหน่วยงานในสังกัดกรมสุขภาพจิต 

 
(7) คำอธิบาย :  

การพัฒนาสู่การเป็นองค์การดิจิทัล หมายถึง การดำเนินงานที่มีการประยุกต์ใช้เทคโนโลยีดิจิทัล          
เพ่ือสนับสนุนการพัฒนาบริการและวิชาการด้านสุขภาพจิตและจิตเวช  และการพัฒนาระบบบริหารจัดการ 
เพ่ือให้หน่วยงานสังกัดกรมสุขภาพจิตทั้งหมด สามารถพัฒนาไปสู่การเป็นองค์การดิจิทัล ซึ่งรวมถึงหน่วยบริการ
จิตเวช หน่วยบริการจิตเวชเด็ก ศูนย์สุขภาพจิต และหน่วยงานส่วนกลาง  

เทคโนโลยีดิจิทัล หมายถึง การใช้ระบบอิเล็กทรอนิกส์เพ่ือสร้าง จัดเก็บ ประมวลผล และสื่อสาร
ข้อมูลในรูปแบบดิจิทัล โดยใช้อุปกรณ์และระบบต่าง ๆ เช่น คอมพิวเตอร์ ฮาร์ดแวร์ ซอฟต์แวร์ อินเทอร์เน็ต 
และแพลตฟอร์มดิจิทัล เพ่ือให้การทำงาน การสื่อสาร และการดำเนินงานมีประสิทธิภาพและทันสมัยยิ่งขึ้น 
ตัวอย่างเช่น เทคโนโลยีปัญญาประดิษฐ์ (AI), Wearable Devices, เทคโนโลยีหุ่นยนต์/ระบบอัตโนมัติ 
Robotics, Block Chain, Internet of thing: IoT, AR/VR, เทคโนโลยีซอฟต์แวร์ประยุกต์เฉพาะงาน เป็นต้น 

เหตุภัยคุกคามทางไซเบอร์ (Cyber incident) หมายถึง เหตุการณ์ที่มีผลเชิงลบที่ เกิดจาก  
การกระทำหรือการดำเนินการใด ๆ โดยมิชอบโดยใช้คอมพิวเตอร์หรือระบบคอมพิวเตอร์หรือโปรแกรม  
ไม่พึงประสงค์โดยมุ่งหมายให้เกิดการประทุษร้ายต่อระบบคอมพิวเตอร์ ข้อมูลคอมพิวเตอร์ หรือข้อมูลอ่ืน  
ที่เกี่ยวข้อง และเป็นภยันตรายที่ใกล้จะถึงที่จะก่อให้เกิดความเสียหายหรือส่งผลกระทบต่อการทำงาน 
ของคอมพิวเตอร์ ระบบคอมพิวเตอร์ หรือข้อมูลอื่นที่เก่ียวข้อง 

การละเมิดข้อมูลส่วนบุคคล (Personal Data Breach) หมายถึง การละเมิดมาตรการรักษาความ
มั่นคงปลอดภัยที่ทำให้ เกิดการสูญหาย เข้าถึง ใช้ เปลี่ยนแปลง แก้ไข หรือเปิดเผยข้อมูลส่วนบุคคล  
โดยปราศจากอำนาจหรือโดยมิชอบ ไม่ว่าจะเกิดจากเจตนา ความจงใจ ความประมาทเลินเล่อ การกระทำโดย
ปราศจากอำนาจหรือโดยมิชอบ การกระทำความผิดเกี่ยวกับคอมพิวเตอร์ ภัยคุกคามทางไซเบอร์ ข้อผิดพลาด
บกพร่องหรืออุบัติเหตุ หรือเหตุอื่นใด 

HIS Gateway หมายถึง โปรแกรมกลางสำหรับใช้เป็นช่องทางเชื่อมโยงแลกเปลี่ยนข้อมูล ระหว่าง
หน่วยงานบริการ ผ่านระบบ API และ Application ของหน่วยงานในสังกัดกรมสุขภาพจิต ส่งภายใน  
24 ชั่วโมง เพ่ือให้บริการด้านสุขภาพแก่ประชาชน 
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- ความครบถ้วน หมายถึง การจัดส่งข้อมูลตามโครงสร้างมาตรฐานข้อมูลด้านสุขภาพ (43 แฟ้ม)  
ที่เกี่ยวข้องกับงานสุขภาพจิตและจิตเวช เข้า Data Center ผ่านระบบ API แฟ้มที่ใช้ตรวจสอบความครบถ้วน 
มี 37 แฟ้ม ดังนี้PERSON/ ADDRESS/ DEATH/ CHRONIC/ CARD/ DISABILITY/ PROVIDER/ DRUGALLERGY/ 
ICF/  SERVICE/  DIAGNOSIS_OPD/  DRUG_OPD/  PROCEDURE_OPD/  CHARGE_OPD/  ADMISSION/ 
DIAGNOSIS_IPD/ DRUG_IPD/ PROCEDURE_IPD/ CHARGE_IPD/ APPOINTMENT/ SURVEILLANCE/ LABFU/ 
CHRONICFU/ REHABLITATION/ COMMUNITY_ACTIVITY/ COMMUNITY_SERVICE/ DENTAL/ SPECIALPP/ 
CARE_REFER/  CLINICAL_REFER/  DRUG_REFER/  INVESTIGATION_REFER/  PROCEDURE_REFER/ 
REFER_HISTORY/ REFER_RESULT/ DATA_CORRECT/ POLICY 

- ความทันเวลา หมายถึง การจัดส่งข้อมูลตามโครงสร้างมาตรฐานข้อมูลด้านสุขภาพ (43 แฟ้ม)  
ที่เก่ียวข้องกับงานสุขภาพจิตและจิตเวช เข้า Data Center ผ่านระบบ API อัตโนมัติ ภายใน 24 ชั่วโมง 

- ความถูกต้อง หมายถึง ความถูกต้องของข้อมูลที่แสดงในรายงานต่างๆ ของ Data Center ที่ได้จากการ
ประมวลผล 

 
(8) เกณฑ์การให้คะแนน : 

(8.1) สำหรับหน่วยบริการจิตเวช 14 แห่ง และหน่วยบริการจิตเวชเด็ก 6 แห่ง 

ระดับขั้นความสำเร็จ 
รอบการประเมิน  / คะแนนการประเมิน 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

คะแนน 
รอบปีงบประมาณ 

(11 เดือน : ต.ค.-ส.ค.) 
คะแนน 

1. การประยุกต์ใช้
ประยุกต์ใช้เทคโนโลยี
ดิจิทัล 

การประยุกต์ใช้ เทคโนโลยีดิจิทัล 
ในการปฏิบัติงาน 
   - แผนงาน/โครงการ การนำ 
เทคโนโลยีดิจิทัล มาประยุกต์ใช้ใน
การปฏิบัติงาน  
   - การออกแบบระบบงาน 

2 
 

(1) 
 
 

(1) 

การประยุกต์ใช้ เทคโนโลยีดิจิทัล  
ในการปฏิบัติงาน 
   - ระบบงานที่ เกิ ดจากการนำ 
เทคโนโลยีดิจิทัลมาประยุกต์ใช้ใน
การปฏิบัติงานจริง  
   - ผลการวิเคราะห์ประสิทธิภาพงาน
ที่ เกิดจากประยุกต์ ใช้ เทคโนโลยี
ดิจิทัล  

2 
 

(1.5) 
 
 

(0.5) 
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ระดับขั้นความสำเร็จ 
รอบการประเมิน  / คะแนนการประเมิน 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

คะแนน 
รอบปีงบประมาณ 

(11 เดือน : ต.ค.-ส.ค.) 
คะแนน 

2. การดำเนินงานด้านการ
รักษาความมั่นคงปลอดภัย
ไซเบอร์ 

รายงานเหตุภัยคุกคามทางไซเบอร์ 
ที่ได้รับจากหน่วยงานควบคุมกำกับ 
ห รื อ ช่ อ งท า ง อ่ื น ๆ  แ ล ะ ก า ร
ตอบสนองที่เหมาะสมตามข้อกำหนด
ของ สกมช./Health CERT 
เกณฑ์การให้คะแนน : 
   - ไม่มีอุบัติการณ์ ได้ 1 คะแนน 
   - มีอุบัติการณ์และดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
   - มีอุบัติการณ์แต่ไม่ดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หั กคะแน น รวมทั้ งห ม ด       
ไม่เกิน 1 คะแนน 

1 รายงานเหตุภัยคุกคามทางไซเบอร์ ที่
ได้รับจากหน่วยงานควบคุมกำกับ 
หรือช่องทางอื่นๆ และการตอบสนอง
ที่ เหมาะสมตามข้อกำหนดของ สก
มช./Health CERT 
เกณฑ์การให้คะแนน : 
   - ไม่มีอุบัติการณ์ ได้ 1 คะแนน 
   - มี อุบัติการณ์และดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.25 คะแนนต่อ
อุบัติการณ์ 
   - มีอุบัติการณ์แต่ไม่ดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.50 คะแนนต่อ
อุบัติการณ์ 
ทั้ ง นี้  หั ก ค ะ แ น น รว ม ทั้ ง ห ม ด       
ไม่เกิน 1 คะแนน 

1 
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ระดับขั้นความสำเร็จ 
รอบการประเมิน  / คะแนนการประเมิน 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

คะแนน 
รอบปีงบประมาณ 

(11 เดือน : ต.ค.-ส.ค.) 
คะแนน 

3. การดำเนินงานด้าน
การคุ้มครองข้อมูลส่วน
บุคคล 

รายงานการละเมิดข้อมูลส่วนบุคคล ที่
ได้รับจากหน่วยงานควบคุมกำกับ 
หรือช่องทางอื่นๆ  และการตอบสนอง
ที่เหมาะสมต่อเหตุการณ์ตามข้อกำหนด
ของสำนักงานคณะกรรมการคุ้มครอง
ข้อมูลส่วนบุคคล (สคส.) 
เกณฑ์การให้คะแนน :  
   - ไม่มีอุบัติการณ์ ได้ 1 คะแนน 
    - มีอุบัติการณ์และดำเนนิการตอบสนอง
ต่อเหตุการณ์ที่เหมาะสมตามข้อกำหนด 
หัก 0.25 คะแนนต่ออุบัติการณ์ 
   - มีอุบัติการณ์แต่ไม่ดำเนินการ
ตอบสนองต่อเหตุการณ์ที่ เหมาะสม
ตามข้อกำหนด หัก 0.50 คะแนนต่อ
อุบัติการณ์ 
ทั้งนี้ หักคะแนนรวมทั้งหมด  ไม่เกิน 1 
คะแนน 

1 รายงานการละเมิดข้อมูลส่วนบุคคล ที่
ได้รับจากหน่วยงานควบคุมกำกับ หรือ
ช่องทางอื่นๆ  และการตอบสนองท่ี
เหมาะสมต่อเหตุการณ์ตามข้อกำหนด
ของสำนักงานคณะกรรมการคุ้มครอง
ข้อมูลส่วนบุคคล (สคส.) 
เกณฑ์การให้คะแนน : 
   - ไม่มีอุบัติการณ์ ได้ 1 คะแนน 
    - มีอุบัติการณ์และดำเนินการตอบสนอง
ต่อเหตุการณ์ที่เหมาะสมตามข้อกำหนด 
หัก 0.25 คะแนนต่ออุบัติการณ์ 
   - มีอุบัติการณ์แต่ไม่ดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสมตาม
ข้อกำหนด หั ก  0.50 คะแนนต่อ
อุบัติการณ์ 
ทั้ ง นี้  หั ก ค ะ แ น น รว ม ทั้ ง ห ม ด       
ไม่เกิน 1 คะแนน 

1 

4. คุณภาพข้อมูลด้ าน
สุขภาพจิตและจิตเวช 
ที่มีการแลกเปลี่ยนผ่าน 
HIS Gateway 

ก ารส่ งข้ อ มู ล ต าม โค รงส ร้ า ง
มาตรฐาน ข้ อ มู ล ด้ าน สุ ข ภ าพ 
กระทรวงสาธารณสุข ผ่าน API 
ด้วยระบบอัตโนมัติ  เดือน ต.ค.
2568 – ก.พ.2569 
   - ครบถ้วน (37 แฟ้มที่ เกี่ยวข้อง) 
เดือนละ 0.06 คะแนน (5x0.06) 
   - ทั นเวลา (ภายใน 24 ชั่ วโมง)  
มี การส่ งข้ อมู ลในแฟ้ มที่ สำคั ญ
ต่ อเนื่ องทุ กวั น  เดื อ น ล ะ  0.06 
คะแนน (5x0.06) 
   - ความถูกต้องของข้อมูลในรายงาน
ที่กำหนด 

1 
 
 
 
 

(0.3) 
 

(0.3) 
 
 
 

(0.4) 

การส่งข้อมูลตามโครงสร้างมาตรฐาน
ข้ อมู ล ด้ าน สุ ขภ าพ  ก ระท รว ง
สาธารณสุข ผ่าน API ด้วยระบบ
อัตโนมัติ เดือน มี .ค.2569 - ส.ค.
2569 
   - ครบถ้วน (37 แฟ้มที่ เก่ียวข้อง) 
เดือนละ 0.05 คะแนน (6x0.05) 
   - ทั น เวลา (ภายใน 24 ชั่ วโมง)  
มีการส่งข้อมูลในแฟ้มที่สำคัญต่อเนื่อง
ทุ กวั น  เดื อ น ล ะ  0.05 ค ะ แ น น 
(6x0.05) 
   -  ความถูกต้องของข้อมูลในรายงาน
ที่กำหนด 

1 
 
 
 
 

(0.3) 
 

(0.3) 
 
 
 

(0.4) 

คะแนนรวม  5 คะแนน  5 คะแนน 
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(8.2) สำหรับศูนย์สุขภาพจิตที่ 1 – 13 และ หน่วยงานส่วนกลาง 13 แห่ง 

ระดับขั้นความสำเร็จ 
รอบการประเมิน  / คะแนนการประเมิน 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

คะแนน 
รอบปีงบประมาณ 

(11 เดือน : ต.ค.-ส.ค.) 
คะแนน 

1. ก ารป ระยุ ก ต์ ใช้
เทคโนโลยีดิจิทัล 

การประยุกต์ใช้เทคโนโลยีดิจิทัล 
ในการปฏิบัติงาน 
   - แผนงาน/โครงการ การนำ 
เทคโนโลยีดิจิทัลมาประยุกต์ใช้ใน
การปฏิบัติงาน  
   - การออกแบบระบบงาน 

3 
 

(1) 
 
 

(2) 

การประยุกต์ใช้เทคโนโลยีดิจิทัล 
ในการปฏิบัติงาน 
   - ระบบงานที่ เกิดจากการนำ
เทคโนโลยีดิจิทัลมาประยุกต์ใช้ใน
การปฏิบัติงานจริง  
   - ผลการวิเคราะห์ประสิทธิภาพ
งานที่เกิดจากประยุกต์ใช้
เทคโนโลยดีิจิทัล 

3 
 

(2) 
 
 

(1) 

2. การดำเนินงานด้าน
การรักษาความมั่นคง
ปลอดภัยไซเบอร ์

รายงานเหตุภัยคุกคามทางไซเบอร์ 
ที่ ได้ รับจากหน่วยงานควบคุม
กำกับ หรือช่องทางอื่นๆ และการ
ต อ บ ส น อ งที่ เห ม าะ ส ม ต าม
ข้อกำหนดของ สกมช./Health 
CERT 
เกณฑ์การให้คะแนน : 
   - ไม่มีอุบัติการณ์ ได้ 1 คะแนน 
   - มีอุบัติการณ์และดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
   - มีอุบัติการณ์แต่ไม่ดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้งนี้ หักคะแนนรวมทั้งหมด  ไม่เกิน 
1 คะแนน 

1 รายงานเหตุภัยคุกคามทางไซเบอร์ 
ที่ ได้รับจากหน่วยงานควบคุม
กำกับ หรือช่องทางอ่ืนๆ และการ
ต อ บ ส น อ งที่ เห ม าะ ส ม ต าม
ข้อกำหนดของ สกมช./Health 
CERT 
เกณฑ์การให้คะแนน : 
   - ไม่มีอุบัติการณ์ ได้ 1 คะแนน 
   - มีอุบัติการณ์และดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
   - มีอุบัติการณ์แต่ไม่ดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้งนี้ หักคะแนนรวมทั้งหมด  ไม่เกิน 
1 คะแนน 

1 
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ระดับขั้นความสำเร็จ 
รอบการประเมิน  / คะแนนการประเมิน 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

คะแนน 
รอบปีงบประมาณ 

(11 เดือน : ต.ค.-ส.ค.) 
คะแนน 

3. การดำเนินงานด้าน
การคุ้ ม ครองข้ อมู ล
ส่วนบุคคล 

รายงานการละเมิดข้อมูลส่วน
บุคคล ที่ ได้ รับ จากหน่ วยงาน
ควบคุมกำกับ หรือช่องทางอ่ืนๆ  
และการตอบสนองที่เหมาะสมต่อ
เหตุการณ์ ตามข้อกำหนดของ
สำนักงานคณะกรรมการคุ้มครอง
ข้อมูลส่วนบุคคล (สคส.) 
เกณฑ์การให้คะแนน : 
   - ไม่มีอุบัติการณ์ ได้ 1 คะแนน 
   - มีอุบัติการณ์และดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
   - มีอุบัติการณ์แต่ไม่ดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้งนี้ หักคะแนนรวมทั้งหมด  ไม่เกิน 
1 คะแนน 

1 รายงานการละเมิดข้อมูลส่วน
บุคคล ที่ ได้ รับจากหน่ วยงาน
ควบคุมกำกับ หรือช่องทางอ่ืนๆ  
และการตอบสนองที่เหมาะสมต่อ
เหตุการณ์ ตามข้อกำหนดของ
สำนักงานคณะกรรมการคุ้มครอง
ข้อมูลส่วนบุคคล (สคส.) 
เกณฑ์การให้คะแนน : 
   - ไม่มีอุบัติการณ์ ได้ 1 คะแนน 
   - มีอุบัติการณ์และดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
   - มีอุบัติการณ์แต่ไม่ดำเนินการ
ตอบสนองต่อเหตุการณ์ที่เหมาะสม
ตามข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้งนี้ หักคะแนนรวมทั้งหมด  ไม่เกิน 
1 คะแนน 

1 

คะแนนรวม  5 คะแนน  5 คะแนน 

 
 

การวัดผลงานสำหรับรอบครึ่งปีงบประมาณ และรอบปีงบประมาณ 
รอบครึ่งปีงบประมาณ รอบปีงบประมาณ 

□ รูปแบบ 2.1 วัดผลงานที่เป็นไปตามขั้นตอน  

 รูปแบบ 2.2 วัดผลงานแบบข้ามขั้นตอนได้ 

□ รูปแบบ 2.1 วัดผลงานที่เป็นไปตามขั้นตอน  

 รูปแบบ 2.2 วัดผลงานแบบข้ามขั้นตอนได้ 
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(9) รายละเอียดข้อมูลพื้นฐาน :  

ข้อมูลพื้นฐานประกอบตัวชี้วัด หน่วยวัด 
ผลการดำเนินงานในอดีต ปีงบประมาณ 

พ.ศ. 
2566 2567 2568 

การดำเนินการการรักษาความมั่นคง
ปลอดภัยไซเบอร์ (Cyber Security)  

หน่วยงาน 33 33 46 

การดำเนินงานด้านการคุ้มครองข้อมูลส่วน
บุคคล (Personal Data Protection) 

หน่วยงาน 33 33 46 

ระบบแลกเปลี่ยนข้อมูลด้านสุขภาพจิต
และจิตเวช  

หน่วยงาน 20 20 20 

(10) แหล่งข้อมูล / วิธีการจัดเก็บข้อมูล : 
(10.1) Mental Health Data Center (MHDC) กรมสุขภาพจิต 
(10.2) สำนักงานคณะกรรมการการรกัษาความมั่นคงปลอดภัยไซเบอร์แห่งชาติ (สกมช.) 
(10.3) สำนักงานคณะกรรมการคุ้มครองข้อมูลส่วนบุคคล (สคส.) 
(10.4) ศูนย์ประสานการรักษาความมัน่คงปลอดภัยไซเบอร์ด้านสาธารณสุข (Health CERT) 
(10.5) รายงานในรูปแบบเอกสารอิเล็กทรอนิกส์ (ส่งท่ี ict@dmh.mail.go.th) 

(11) แนวทางการประเมินผล :  
(11.1) สำหรับหน่วยบริการจิตเวช 14 แห่ง และหน่วยบริการจิตเวชเด็ก 6 แห่ง 

รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อยเชิง

คุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

1. การประยุ กต์ ใช้ เท ค โน โลยี
ดิจิทัลในการปฏิบัติงาน 
   - จัดทำแผนงาน/โครงการ 
การนำเทคโนโลยีดิ จิทั ล  มา
ประยุกต์ใช้ในการปฏิบัติงาน  
   - การออกแบบระบบงานที่นำ
เทคโนโลยีดิจิทัลมาประยุกต์ใช้
ในการปฏิบัติงาน 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - แผนงาน/โครงการ การนำ 
เทคโนโลยดีิจิทัลมาประยุกต์ 
ใช้ในการปฏิบัติงาน  
   - รายงานการออกแบบ
ระบบงานที่นำเทคโนโลยี
ดิจิทัลมาประยุกต์ใช้ในการ
ปฏิบัติงาน 

2 
 
 

(1) 
 
 

(1) 

ภายใน 
4 มีนาคม.2569 

mailto:ict@dmh.mail.go.th
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อยเชิง

คุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

2. การดำเนินงานด้านการรักษา
ความมั่นคงปลอดภัยไซเบอร์ 
   - รายงานเหตุภั ยคุ กคามทาง      
ไซเบอร์ ที่ ได้รับจากหน่วยงาน
ควบคุมกำกับ หรือช่องทางอ่ืนๆ 
เช่ น  ThaiCERT HealthCERT 
รับแจ้งจากผู้พบเหตุภัยคุกคาม 
ฯลฯ 
   - ด ำ เนิ น ก า รต อ บ ส น อ ง
เหตุ การณ์ ที่ เห ม าะส ม ต าม
ข้อกำหนดของ สกมช./Health 
CERT 
 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - กรณีไม่มีเหตุภัยคุกคาม
ทางไซเบอร์ ให้ระบุ “ไม่มี
เหตุภัยคุกคามทางไซเบอร์” 
   - กรณีมีเหตุภัยคุกคามทาง
ไซเบอร์ ให้จัดส่งเอกสารที่
เก่ียวข้องกับการดำเนินการ
ต่างๆ เช่น แบบรายงานภัย
คุกคามทางไซเบอร์ (สกมช.) 
ห นั ง สื อ ร า ย ง า น ถึ ง
ผู้บั งคับบัญชาระดับต่างๆ  
ห นั งสื อ ถึ งห น่ ว ย งาน ที่
เกี่ยวข้อง เป็นต้น โดย 
        - หากมี อุบั ติ การณ์
และดำเนินการตอบสนองต่อ
เหตุ การณ์ ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.25คะแนน
ต่ออุบัติการณ์ 
         -หากมีอุบัติการณ์แต่
ไม่ดำเนินการตอบสนองต่อ
เหตุการณ์ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.50คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หักคะแนนรวมทั้ งหมด    
ไม่เกิน 1 คะแนน 

1 
 
 

(1) 

ภายใน 
4 มีนาคม.2569 
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อยเชิง

คุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

3. การดำเนินงานด้ านการ
คุ้มครองข้อมูลส่วนบุคคล 
   - รายงานการละเมิดข้อมูล
ส่ ว น บุ ค ค ล  ที่ ไ ด้ รั บ จ า ก
หน่วยงานควบคุมกำกับ หรือ
ช่ อ ง ท า ง อ่ื น ๆ  เช่ น  สคส . 
ThaiCERT HealthCERT รั บ แ จ้ ง
จากผู้พบเหตุละเมิดข้อมูลส่วน
บุคคล ฯลฯ 
   - ด ำ เนิ น ก า ร ต อ บ ส น อ ง
เหตุ การณ์ ของหน่ วยงานที่
เหมาะสมตามข้อกำหนดของ
ส ำนั ก ง าน ค ณ ะ ก รรม ก า ร
คุ้ ม ค รอ งข้ อ มู ล ส่ วน บุ ค ค ล 
(สคส.) 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - ก รณี ไม่ มี เห ตุ ล ะ เมิ ด
ข้อมูลส่วนบุคคล ให้ระบุ  
“ไม่มีเหตุละเมิดข้อมูลส่วน
บุคคล” 
   - กรณีมีเหตุละเมิดข้อมูล
ส่วนบุคคล ให้จัดส่งเอกสาร
ที่เกี่ยวข้องกับการดำเนินการ
ต่างๆ เช่น หนังสือแจ้งเหตุการ
ละ เมิ ดข้ อมู ลส่ วนบุ คคล 
( Personal Data Breach 
Notification) หนังสือรายงาน
ถึงผู้บังคับบัญชาระดับต่างๆ 
ห นั งสื อ ถึ งห น่ ว ย งาน ที่
เก่ียวข้อง เป็นต้น โดย 
       - หากมีอุบัติการณ์และ
ดำเนินการตอบสนองต่อ
เหตุการณ์ที่เหมาะสมตาม
ข้อกำหนด หัก 0.25 
คะแนนต่ออุบัติการณ ์
        - หากมีอุบัติการณ์แต่
ไม่ดำเนินการตอบสนองต่อ
เหตุการณ์ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หักคะแนนรวมทั้ งหมด    
ไม่เกิน 1 คะแนน 

1 
 
 

(1) 

ภายใน 
4 มีนาคม.2569 
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อยเชิง

คุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

4. HIS Gateway ของหน่วยงาน 
ในสังกัดกรมสุขภาพจิต    
หน่ วยบริการสุขภาพจิตจั ดส่ ง
ข้อมู ลตามโครงสร้างมาตรฐาน
ข้ อมู ลด้ านสุ ขภาพ กระทรวง
สาธารณสุข ผ่าน API ด้วยระบบ
อั ตโนมั ติ  เข้ า  Data Center 
กรมสุขภาพจิต เดือน ต.ค.2568 – 
ก.พ.2569 
  
 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
ตรวจสอบจากการนำเข้ า
ข้อมูลตามโครงสร้างมาตรฐาน
ข้อมูลด้านสุขภาพ กระทรวง
สาธารณสุข ผ่าน API ด้วย
ระบบอัตโนมั ติ  เข้ า  Data 
Center ก ร ม สุ ข ภ า พ จิ ต 
เดื อน ต.ค.2568 – ก.พ.2569 
และตรวจสอบความถูกต้อง
ของข้อมูลในรายงานที่กำหนด 
   - ครบถ้ วน  (37 แฟ้ มที่
เกี่ยวข้อง) 
   - ทั น เวลา (ภายใน  24 
ชั่ วโมง) มีการส่งข้อมูลใน
แฟ้มที่สำคัญต่อเนื่องทุกวัน  
   - ความถูกต้องของข้อมูล 
ในรายงานที่กำหนด 

1 
 
 
 
 
 
 
 
 
 
 

(0.3) 
 

(0.3) 
 

 
(0.4) 

ภายใน 
4 มีนาคม.2569 

รอบปีงบประมาณ 
(11 เดือน : ต.ค.-ส.ค.) 

1. การประยุกต์ ใช้ เทคโนโลยี
ดิจิทัลในการปฏิบัติงาน 
 1. พัฒ นาระบบงานโดยนำ
เทคโนโลยีดิจิทัลมาประยุกต์ใช้  
ในการปฏิบัติงานจริง  
 2. วิเคราะห์ประสิทธิภาพงานที่
เกิดจากประยุกต์ใช้เทคโนโลยี
ดิจิทัล 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - ขั้นตอนการดำเนินงาน
ในการประยุกต์ใช้เทคโนโลยี
ดิจิทั ล  ในการปฏิบั ติ งาน 
และภาพตัวอย่างระบบงาน 
   - รายงานผลการวิเคราะห์
ประสิทธิภาพงานที่เกิดจาก
ประยุกต์ใช้เทคโนโลยีดิจิทัล 

2 
 
 

(1) 
 

 
 

(1) 
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อยเชิง

คุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบปีงบประมาณ 
(11 เดือน : ต.ค.-ส.ค.) 

2. การดำเนินงานด้ านการ
รักษาความมั่นคงปลอดภัยไซ
เบอร์ 
- รายงานเหตุภัยคุกคามทางไซ
เบอร์ ที่ ได้ รับจากหน่วยงาน
ควบคุมกำกับ หรือช่องทางอ่ืนๆ 
เช่ น  ThaiCERT HealthCERT 
รับแจ้งจากผู้พบเหตุภัยคุกคาม 
ฯลฯ 
- ดำเนินการตอบสนองเหตุการณ์
ที่เหมาะสมตามข้อกำหนดของ 
สกมช./Health CERT 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - กรณีไม่มีเหตุภัยคุกคาม
ทางไซเบอร์ ให้ระบุ  “ไม่มี
เหตุภัยคุกคามทางไซเบอร์” 
   - กรณี มี เหตุภัยคุกคาม
ทางไซเบอร์ ให้จัดส่งเอกสาร
ที่ เ กี่ ย ว ข้ อ ง กั บ ก า ร
ดำเนินการต่างๆ เช่น แบบ
รายงานภัยคุกคามทางไซ
เบ อ ร์  (ส ก ม ช .) ห นั งสื อ
รายงานถึงผู้บั งคับบัญชา
ระดั บ ต่ า งๆ   หนั งสื อถึ ง
ห น่ ว ย ง า น ที่ เกี่ ย ว ข้ อ ง       
เป็นต้น โดย 
        - หากมี อุบั ติ การณ์
และดำเนินการตอบสนองต่อ
เหตุ การณ์ ที่ เหมาะสมตาม
ข้ อ ก ำ ห น ด  หั ก  0.25 
คะแนนต่ออุบัติการณ์ 
         -หากมีอุบัติการณ์แต่
ไม่ดำเนินการตอบสนองต่อ
เหตุการณ์ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หักคะแนนรวมทั้ งหมด    
ไม่เกิน 1 คะแนน 

1 
 
 

(1) 

ภายใน 
4 กันยายน 2569 
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อยเชิง

คุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบปีงบประมาณ 
(11 เดือน : ต.ค.-ส.ค.) 

3. การดำเนินงานด้ านการ
คุ้มครองข้อมูลส่วนบุคคล 
- รายงานการละเมิดข้อมูลส่วน
บุคคล ที่ ได้รับจากหน่วยงาน
ควบคุมกำกับ หรือช่องทางอ่ืนๆ 
เช่น สคส. ThaiCERT HealthCERT 
รับแจ้ งจากผู้ พบ เหตุ ละ เมิ ด
ข้อมูลส่วนบุคคล ฯลฯ 
- ดำเนินการตอบสนองเหตุการณ์
ที่เหมาะสมตามข้อกำหนดของ
ส ำนั ก ง าน ค ณ ะ ก รรม ก า ร
คุ้ ม ค รอ งข้ อ มู ล ส่ วน บุ ค ค ล 
(สคส.) 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - ก รณี ไม่ มี เห ตุ ล ะ เมิ ด
ข้อมูลส่วนบุคคล  ให้ระบุ  
“ไม่มี เหตุละเมิดข้อมูลส่วน
บุคคล” 
   - กรณีมีเหตุละเมิดข้อมูล
ส่วนบุคคล ให้จัดส่งเอกสาร
ที่เกี่ยวข้องกับการดำเนินการ
ต่างๆ เช่น หนังสือแจ้งเหตุการ
ละ เมิ ดข้ อมู ลส่ วนบุ คคล 
( Personal Data Breach 
Notification) หนังสือรายงาน
ถึงผู้บังคับบัญชาระดับต่างๆ 
หนังสือถึงหน่วยงานที่เก่ียวข้อง 
เป็นต้น  โดย 
        - หากมี อุบั ติ การณ์
และดำเนินการตอบสนองต่อ
เหตุ การณ์ ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
         -หากมีอุบัติการณ์แต่
ไม่ดำเนินการตอบสนองต่อ
เหตุการณ์ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หักคะแนนรวมทั้ งหมด    
ไม่เกิน 1 คะแนน 

1 
 
 

(1) 

ภายใน 
4 กันยายน 2569 
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อยเชิง

คุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบปีงบประมาณ 
(11 เดือน : ต.ค.-ส.ค.) 

4. HIS Gateway ของหน่ วยงาน 
ในสังกัดกรมสุขภาพจิต 
หน่วยบริการสุขภาพจิตจัดส่งข้อมูล
ตามโครงสร้างมาตรฐานข้อมูลด้าน
สุขภาพ กระทรวงสาธารณสุข ผ่าน 
API ด้วยระบบอัตโนมัติ เข้า Data 
Center กรมสุขภาพ จิต เดือน 
มี.ค.2569 – ส.ค.2569 
 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังน้ี 
ตรวจสอบจากการนำเข้าข้อมูล
ตามโครงสร้างมาตรฐานข้อมูล
ด้ า น สุ ข ภ าพ  ก ร ะ ท ร ว ง
สาธารณสุข ผ่าน API ด้วย
ระบบอั ตโนมั ติ  เข้ า  Data 
Center กรมสุขภาพจิต เดือน 
มี .ค .2569 – ส .ค .2569 แ ล ะ
ตรวจสอบความถูกต้องของ
ข้อมูลในรายงานที่กำหนด 
   - ค รบ ถ้ วน  (37 แ ฟ้ ม ที่
เกี่ยวข้อง) 
   - ทั น เว ล า  (ภ าย ใน  24 
ชั่วโมง) มีการส่งข้อมูลในแฟ้ม
ที่สำคัญต่อเนื่องทุกวัน  
   - ความถูกต้องของข้อมูล 
ในรายงานที่กำหนด 

1 
 
 
 
 
 
 
 
 
 
 

(0.3) 
 

(0.3) 
 

 
(0.4) 

ภายใน 
4 กันยายน 2569 
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(11.2) สำหรับศูนย์สุขภาพจิตที่ 1 – 13 และ หน่วยงานส่วนกลาง 13 แห่ง 
รอบ 

การรายงาน / ประเมิน 
เกณฑ์การประเมิน 

เชิงคุณภาพ / ตัวชี้วัดย่อย 
เชิงคุณภาพ หรือ 

ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

1. การประยุกต์ใช้เทคโนโลยีดิจิทัล
ในการปฏิบัติงาน 
   - จัดทำแผนงาน/โครงการ การ
นำเทคโนโลยีดิจิทัลมาประยุกต์ใช้
ในการปฏิบัติงาน  
   - การออกแบบระบบงานที่นำ
เทคโนโลยีดิจิทัลมาประยุกต์ใช้ใน
การปฏิบัติงาน 

ตรวจสอบ จาก เอกสาร
อิเล็กทรอนิกส์แสดง ดังนี้ 
   - แผนงาน/โครงการ การนำ 
เทคโนโลยีดิจิทัลมาประยุกต์ 
ใช้ในการปฏิบัติงาน  
   - รายงานการออกแบบ
ระบบงานที่นำเทคโนโลยี
ดิจิทัลมาประยุกต์ใช้ในการ
ปฏิบัติงาน 

3 
 

(1) 
 
 

(2) 

ภายใน 
4 มีนาคม.2569 

 2. การดำเนินงานด้านการรักษา
ความมั่นคงปลอดภัยไซเบอร์ 
   - รายงานเหตุภัยคุกคามทางไซ
เบอร์  ที่ ได้ รับ จากหน่ วยงาน
ควบคุมกำกับ หรือช่องทางอ่ืน  ๆ
เช่น ThaiCERT HealthCERT รับแจ้ง
จากผู้พบเหตุภัยคุกคาม ฯลฯ 
   - ดำเนินการตอบสนองเหตุการณ์
ที่เหมาะสมตามข้อกำหนดของ 
สกมช./Health CERT 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - กรณีไม่มีเหตุภัยคุกคาม
ทางไซเบอร์ ให้ระบุ “ไม่มี
เหตุภัยคุกคามทางไซเบอร์” 
   - กรณีมีเหตุภัยคุกคามทาง
ไซเบอร์ ให้จัดส่งเอกสารที่
เกี่ยวข้องกับการดำเนินการ
ต่างๆ เช่น แบบรายงานภัย
คุกคามทางไซเบอร์ (สกมช.) 
ห นั ง สื อ ร า ย ง า น ถึ ง
ผู้บั งคับบัญชาระดับต่ างๆ  
ห นั งสื อ ถึ งห น่ วย งาน ที่
เกี่ยวข้อง เป็นต้น โดย 

1 
 
 

(1) 

ภายใน 
4 มีนาคม.2569 
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อย 

เชิงคุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

          - หากมีอุบัติการณ์และ
ดำเนิ นการตอบสนองต่ อ
เหตุการณ์ ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
         -หากมีอุบัติการณ์แต่ไม่
ดำเนิ นการตอบสนองต่ อ
เหตุการณ์ ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หักคะแนนรวมทั้ งหมด    
ไม่เกิน 1 คะแนน 

  

 3. การดำ เนิ น งานด้ าน การ
คุ้มครองข้อมูลส่วนบุคคล 
   - รายงานการละเมิดข้อมูลส่วน
บุคคล ที่ ได้ รับจากหน่วยงาน
ควบคุมกำกับหรือช่องทางอ่ืนๆ 
เช่น สคส. ThaiCERT HealthCERT  
รับแจ้งจากผู้พบเหตุละเมิดข้อมูล
ส่วนบุคคล ฯลฯ 
   - ดำเนินการตอบสนองเหตุการณ์
ของหน่วยงานที่ เหมาะสมตาม
ข้ อ ก ำ ห น ด ข อ ง ส ำ นั ก ง า น
คณะกรรมการคุ้มครองข้อมูล
ส่วนบุคคล (สคส.) 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - ก รณี ไม่ มี เห ตุ ล ะ เมิ ด
ข้อมูลส่วนบุคคล ให้ระบุ  
“ไม่มีเหตุละเมิดข้อมูลส่วน
บุคคล” 
   - กรณีมีเหตุละเมิดข้อมูล
ส่วนบุคคล ให้จัดส่งเอกสาร
ที่เกี่ยวข้องกับการดำเนินการ
ต่างๆ เช่น หนังสือแจ้งเหตุการ
ละ เมิ ดข้ อมู ลส่ วนบุ คคล 
( Personal Data Breach 
Notification) หนังสือรายงาน
ถึงผู้บังคับบัญชาระดับต่างๆ 
ห นั ง สื อ ถึ ง ห น่ ว ย ง า น 
ที่เก่ียวข้อง เป็นต้น โดย 

1 
 
 

(1) 

ภายใน 
4 มีนาคม.2569 
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หน้า 402 

 
  

 

รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อย 

เชิงคุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบครึ่งปีงบประมาณ 
(5 เดือน : ต.ค.-ก.พ.) 

         - หากมีอุบัติการณ์และ
ดำเนิ นการตอบสนองต่ อ
เหตุการณ์ ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
         - หากมีอุบัติการณ์แต่
ไม่ดำเนินการตอบสนองต่อ
เหตุการณ์ ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หักคะแนนรวมทั้ งหมด    
ไม่เกิน 1 คะแนน 

  

รอบปีงบประมาณ 
(11 เดือน : ต.ค.-ส.ค.) 

1. การประยุกต์ใช้เทคโนโลยีดิจิทัล
ในการปฏิบัติงาน 
   - พั ฒ น าระบบ งาน โดยน ำ
เทคโนโลยีดิจิทัลมาประยุกต์ใช้ใน
การปฏิบัติงานจริง  
   - วิเคราะห์ประสิทธิภาพงานที่
เกิดจากประยุกต์ใช้ เทคโนโลยี
ดิจิทัล 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - ขั้นตอนการดำเนินงาน
ในการประยุกต์ใช้เทคโนโลยี
ดิจิทัลในการปฏิบัติงาน และ
ภาพตัวอย่างระบบงาน 
   - รายงานผลการวิเคราะห์
ประสิทธิภาพงานที่เกิดจาก
ประยุกต์ใช้เทคโนโลยีดิจิทัล 

3 
 

 
(2) 
 

 
 

(1) 

ภายใน 
4 กันยายน 2569 



คู่มือคำอธิบายตัวชี้วัดตามคำรับรองการปฏบิัตริาชการของหน่วยงานในสังกดักรมสุขภาพจติ 
ประจำปงีบประมาณ พ.ศ. 2569 
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อย 

เชิงคุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบปีงบประมาณ 
(11 เดือน : ต.ค.-ส.ค.) 

2. การดำเนินงานด้านการรักษา
ความมั่นคงปลอดภัยไซเบอร์ 
   - รายงานเหตุภัยคุกคามทางไซ
เบอร์  ที่ ได้ รับ จากหน่ วยงาน
ควบคุมกำกับ หรือช่องทางอ่ืน  ๆ
เช่น ThaiCERT HealthCERT รับแจ้ง
จากผู้พบเหตุภัยคุกคาม ฯลฯ 
   - ด ำ เนิ น ก า ร ต อ บ ส น อ ง
เห ตุ ก า รณ์ ที่ เห ม า ะ ส ม ต าม
ข้อกำหนดของ สกมช./Health 
CERT 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - กรณีไม่มีเหตุภัยคุกคาม
ทางไซเบอร์ ให้ระบุ “ไม่มี
เหตุภัยคุกคามทางไซเบอร์”       
   - กรณี มี เหตุภัยคุกคาม
ทางไซเบอร์ ให้จัดส่งเอกสาร
ที่ เ กี่ ย ว ข้ อ ง กั บ ก า ร
ดำเนินการต่างๆ เช่น แบบ
รายงานภัยคุกคามทางไซ
เบ อ ร์  (ส ก ม ช .) ห นั งสื อ
รายงานถึงผู้บั งคับบัญชา
ระดั บ ต่ า งๆ   หนั งสื อถึ ง
ห น่ ว ย ง า น ที่ เกี่ ย ว ข้ อ ง      
เป็นต้น  โดย 
        - หากมีอุบัติการณ์และ
ด ำ เนิ น ก า ร ต อ บ ส น อ ง          
ต่อเหตุการณ์ที่เหมาะสม 

1 
 
 

(1) 

ภายใน 
4 กันยายน 2569 

  ต าม ข้ อกำหนด หั ก 0.25 
คะแนนต่ออุบัติการณ์         
        - หากมีอุบัติการณ์แต่ไม่
ดำเนิ นการตอบสนองต่ อ
เหตุการณ์ ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หักคะแนนรวมทั้ งหมด    
ไม่เกิน 1 คะแนน 

  



คู่มือคำอธิบายตัวชี้วัดตามคำรับรองการปฏบิัตริาชการของหน่วยงานในสังกดักรมสุขภาพจติ 
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รอบ 
การรายงาน / ประเมิน 

เกณฑ์การประเมิน 
เชิงคุณภาพ / ตัวชี้วัดย่อย 

เชิงคุณภาพ หรือ 
ขั้นตอนการดำเนินงาน 

ประเมินจากผลงาน/ข้อมูล/
เอกสาร/หลักฐานต่างๆ 

ดังนี้ 

คะแนน กำหนดวัน 
จัดส่งผลงาน/

หลักฐาน 
 

รอบปีงบประมาณ 
(11 เดือน : ต.ค.-ส.ค.) 

3. การดำ เนิ น งานด้ าน การ
คุ้มครองข้อมูลส่วนบุคคล 
   - รายงานการละเมิดข้อมูลส่วน
บุคคล ที่ ได้ รับจากหน่วยงาน
ควบคุมกำกับหรือช่องทางอ่ืนๆ 
เช่น สคส. ThaiCERT HealthCERT 
รับแจ้งจากผู้พบเหตุละเมิดข้อมูล
ส่วนบุคคล ฯลฯ 
   - ดำเนินการตอบสนองเหตุการณ์  
ที่เหมาะสมตามข้อกำหนดของ
สำนักงานคณะกรรมการคุ้มครอง
ข้อมูลส่วนบุคคล (สคส.) 

ตรวจสอบจากหลักฐาน/
เอกสาร ดังนี้ 
เอกสารอิเล็กทรอนิกส์แสดง 
   - ก รณี ไม่ มี เห ตุ ล ะ เมิ ด
ข้อมูลส่วนบุคคล ให้ระบุ  
“ไม่มี เหตุละเมิดข้อมูลส่วน
บุคคล” 
   - กรณีมีเหตุละเมิดข้อมูล
ส่วนบุคคล ให้จัดส่งเอกสาร
ที่เกี่ยวข้องกับการดำเนินการ
ต่างๆ เช่น หนังสือแจ้งเหตุการ
ละ เมิ ดข้ อมู ลส่ วนบุ คคล 
( Personal Data Breach 
Notification) หนังสือรายงาน
ถึงผู้บังคับบัญชาระดับต่างๆ 
ห นั งสื อ ถึ งห น่ ว ย งาน ที่
เก่ียวข้อง เป็นต้น ต้น โดย 
        - หากมีอุบัติการณ์และ
ดำเนิ นการตอบสนองต่ อ
เหตุการณ์ที่เหมาะสมตาม 

1 
 
 

(1) 

ภายใน 
4 กันยายน 2569 

  ข้อกำหนด หัก 0.25 คะแนน
ต่ออุบัติการณ์ 
         - หากมีอุบัติการณ์แต่
ไม่ดำเนินการตอบสนองต่อ
เหตุการณ์ ที่ เหมาะสมตาม
ข้อกำหนด หัก 0.50 คะแนน
ต่ออุบัติการณ์ 
ทั้ งนี้  หักคะแนนรวมทั้ งหมด    
ไม่เกิน 1 คะแนน 

  



คู่มือคำอธิบายตัวชี้วัดตามคำรับรองการปฏบิัตริาชการของหน่วยงานในสังกดักรมสุขภาพจติ 
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(12) ผู้กำกับดูแลตัวช้ีวัด :  
ชื่อ-สกุล : ผู้อำนวยการสำนักเทคโนโลยีสารสนเทศ  
โทรศัพท์ (ที่ทำงาน) :   0-2590-8124 E-mail: thaweesakyi@dmh.mail.go.th 

(13) ผู้จัดเก็บข้อมูล  :  
ชื่อ-สกุล : นายมณฑล บัวแก้ว    
กลุ่ม/ฝ่ายงานที่สังกัด : กลุ่มงานพัฒนาเทคโนโลยีสารสนเทศ ชุดที่ 1  สำนักเทคโนโลยีสารสนเทศ 
โทรศัพท์ (ที่ทำงาน) :   0-2590-8085      โทรศัพท์มือถือ :  08-9706-0538 

 E-mail: monthon.b@dmh.mail.go.th 

ชื่อ-สกุล : นางสาวเลิศขวัญ สุวรรณรัตน์  
กลุ่ม/ฝ่ายงานที่สังกัด : กลุ่มงานพัฒนาเทคโนโลยีสารสนเทศ ชุดที่ 1  สำนักเทคโนโลยีสารสนเทศ 
โทรศัพท์ (ที่ทำงาน) :   0-2590-8035      โทรศัพท์มือถือ :  08-2734-6341 

 E-mail: lertkwan.s@dmh.mail.go.th 

ชื่อ-สกุล : นายเอกวิทย์ หยั่งบุญ 
กลุ่ม/ฝ่ายงานที่สังกัด : กลุ่มงานพัฒนาเทคโนโลยีสารสนเทศ ชุดที่ 2  สำนักเทคโนโลยีสารสนเทศ 
โทรศัพท์ (ที่ทำงาน) :   0-2590-8035      โทรศัพท์มือถือ :  08-9930-4183 

 E-mail: ekavityoungboon@gmail.com 


